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NTSA’s I/ITSEC CYBER PAVILION brings together representatives from government, industry, academia, and 

international partners to engage on all topics dealing with the cyber domain. It is the place to meet with others working 

to represent non-kinetic effects in their models & simulations, particularly as those pertain to cyber and cyber defense 

operations, electronic warfare, information operations, and information warfare. The pavilion features panel events 

and presentations spanning policy, operations, capability acquisition, and workforce development topics. The events 

highlight needs of the government, capabilities of industry, efforts and research of academia, and collaboration with 

international partners. Highlighting our agenda is the associated I/ITSEC Special Event: Cyberspace – Perspectives on 

Challenges of Future Multi-Domain Operations Panel in 330EF on Wednesday 4 December at 1530. 

BE AT THE PAVILION TO

• COMMUNICATE about opportunities that span Cyberspace and Electromagnetic Warfare operations from the Tac-

tical through Operational and Strategic levels; Integration support for policy makers and staffs, EW/Cyber/SIGINT 

operations; Information Warfare challenges, understanding about Mis/Dis-Information Campaigns, Multi- Domain Op-

erations, and CMMC and other cybersecurity regulations.

• UNDERSTAND current Defense Department service perspectives: U.S. Army Cyber Command, Army Cyber Center of 

Excellence, USAF (16th AF IW Command), Navy (U.S. Fleet Cyber Command) and Marines (USMC Force Cyber Com-

mand), Coast Guard (USCG Cyber Command); Department of Homeland Security (Cybersecurity and Infrastructure 

Security Agency CISA), International Partners perspectives

• EDUCATE about Academic opportunities, studies and workforce development and model & tool development.

• PRESENT AND DEMONSTRATE applications, training, and technology approaches in development or in use to sup-

port operational organizations

The Pavilion is our platform to communicate and cooperate on finding approaches to operate in the dynamic environment 

of cyberspace. Attendees from the U.S. Government, Department of Defense, Partner Nations, commercial organizations 

and Academia should come to collaborate at the CYBER PAVILION. 

CYBER PAVILION – THE PLACE TO BE FOR LEARNIG AND NETWORKING

As the capabilities enabling training and simulation support for cyber, electromagnetic, wargaming, and information 

warfare areas continue to evolve and expand across the U.S. Government and military services, the Cyber Pavilion 

serves as NTSA’s enabling platform at I/ITSEC for professional dialog, networking, cooperation, and discovery of solu-

tions to address the challenges presented by Cyberspace for Information Warfare and Multi-Domain Operations. Events 

and attendees span U.S. Government, Department of Defense, Department of Homeland Security, International Partner 

Nations, Industry and Academia. Senior leaders from many organizations will attend and speak at the Pavilion. All in the 

effort to better understanding of current capabilities and assisting in communicating needs and requirements across 

organizations and services.
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CYBER PAVILION MAJOR EVENT SCHEDULE
MONDAY 2, DECEMBER  EXHIBIT HOURS 1400-1800

1500-1600 Need For Training in the Information Environment Panel

1600-1700 Improving Naval Fleet Readiness with Simulations Panel

1700-1800 Applying Digital Twins to Your Business Processes

TUESDAY, 3 DECEMBER  EXHIBIT HOURS 1200-1830

1300-1430 Simulating Cyber, EW, and Populations in M&S Panel

1430-1530 Cloud-Base Cyber Battle Management Solution

1530-1700 MDO LVC Training

WEDNESDAY, 4 DECEMBER  EXHIBIT HOURS 0930-1800

1000-1200 What Next in Training: A Unified Simulation Core

1200-1300 Preparing the Force for MDO – It’s the Training

1300-1530 Innovative Solutions to Defend Yourself in Cyberspace

1530-1700 CMMC Unleashed: Insights to Get You Assessment Ready

THURSDAY, 5 DECEMBER  EXHIBIT HOURS 0930-1500

1100-1200 Testing and Evaluating Your Cybersecurity Solutions

1200-1400 Academic M&S Project Presentations



LIEUTENANT GENERAL STEPHEN FOGARTY, USA (RET.)
Former U.S. Army National Cyber Senior Executive Advisor

Before joining Booz Allen, Stephen was a U.S. Army Lieutenant General, serving 37 years on active duty. During his military career, he 
was responsible for U.S. Army and Joint Cyber, intelligence, and communications operations in a series of top leadership positions. 
His last active duty position was Commanding General of the U.S. Army Cyber Command (ARCYBER), where he led a highly talented 
workforce of over 16,500 soldiers, Department of the Army civilians, and contractors collaborating with government, commercial, 
and international mission partners to conduct IT operations for 1.1 million soldiers and civilians at 188 bases, persistent defensive 
and offensive cyber operations, and information warfare operations around the world. Previously Steve commanded the U.S. Army 
Intelligence and Security Command (INSCOM), the U.S. Army Cyber Center of Excellence (CCOE), and was the Chief of Staff U.S. 
Cyber Command. Steve successfully trained and deployed Soldiers, Sailors, Airmen, Marines, Department of Defense civilians, con-
tractors, and international mission partners conducting global cyber, communications, and intelligence missions.

BRIGADIER GENERAL DAVE ZINN, USA
Director of Training 

Brigadier General Dave Zinn assumed duties as the Director of 
Training in June 2024. Previously he served as the Deputy Com-
manding General for Operations in the 25th Infantry Division.   He 
was Squadron Commander of the 3rd Squadron, 4th Cavalry 
Regiment in the 25th Infantry Division from 2012-2014. Follow-
ing command he was the Military Assistant to the Secretary of 
the Army. After departing the Pentagon, he served as the Brigade 
Combat Team Commander of the 2ndInfantry Brigade Combat 
Team, 4th Infantry Division, including deployment to Afghanistan.  
Following command, BG Zinn was the Future Operations Planning 
Officer (J35), US Forces Korea and then Executive Officer to the 
Commander of United Nations Command / Combined Forces 
Command / US Forces Korea. He was the Director of the Chief 
of Staff of the Army (CSA) Coordination Group from 2021-2022. 
Following assignment as the CCG Director, he served as the first 
Commander of the 3rd Multi-Domain Task Force in U.S. Army 
Pacific. In addition to operational assignments, BG Zinn has par-
ticipated in training exercises across the Philippines, Indonesia, 
Australia, and the Republic of Korea.

BRIGADIER GENERAL JOHN C. NIPP, USA
Commander, 184th Expeditionary Sustainment Command

BG Nipp’s current position in the Mississippi Army National Guard 
is Commander of the 184th Expeditionary Sustainment Command 
headquartered in Monticello, MS. His previous position was serving 
as the MSNG Director of Information Management at the MSNG 
Joint Force Headquarters in Jackson, MS. He also was given the 
additional responsibility as the Multi-Domain Operations (MDO) 
Integration Officer for the MSNG.  His first assignment was as a 
Company Fire Support Officer, 24th ID, Ft. Stewart, GA. He contin-
ued to serve in numerous positions with the 24th ID as the division 
reflagged to the 3rd ID. After 5 years on active-duty BG Nipp joined 
the Mississippi Army National Guard. BG Nipp has commanded 
at Company, Battalion and Brigade levels but believes his great-
est award was being given the opportunity to Command the great 
soldiers, Non-Commission Officers, and Officers of the 1st Squad-
ron, 98th Cavalry Regiment, 155th ABCT, Mississippi Army Nation-
al Guard and deploy this unit to Iraq in support of Operation Iraqi 
Freedom in 2009-2010.   BG Nipp’s civilian occupation is Director 
of Cyber Growth Programs for Command Post Technologies head-
quartered in Suffolk, VA.
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